
ALWAYS LOCK
YOUR WORKSTATIONS

SECURITY AWARENESS TRAINING     |     WWW.KNOWBE4.COM

NEVER OPEN EMAIL ATTACHMENTS
YOU DIDN'T ASK FOR

NEVER SEND SENSITIVE INFORMATION
OVER WIFI UNLESS YOU’RE ABSOLUTELY 
SURE IT’S A SECURE NETWORK

91%

6M

$26BIL

NEVER INSERT AN UNKNOWN
USB STICK IN YOUR COMPUTER

NEVER USE A POST-IT NOTE
FOR STORING YOUR PASSWORDS

OF SUCCESSFUL DATA
BREACHES STARTED WITH A
SPEAR PHISHING ATTACK

IS THE ESTIMATED ANNUAL COST
OF GLOBAL CEO FRAUD
(BUSINESS EMAIL COMPROMISE)

DATA RECORDS ARE
STOLEN EVERY DAY

3.4B PHISHING SCAM
EMAILS ARE SENT EVERY DAY

ORGANIZATIONS ARE 
ATTACKED BY RANSOMWARE

EVERY14SEC

DON’T BE A
VICTIM OF A
CYBERHEIST


